**A common characteristic of a DPIA doesn’t include:**

1. *Definition of acceptable risk values. This answer is incorrect because definition of acceptable risk values is a common characteristic of a DPIA.*
2. Tools of effectiveness. *This answer is incorrect because tools of effectiveness is not a characteristic of a DPIA.*
3. Specification of risk assessment criteria for the rights and freedoms of natural persons. *This answer is incorrect because specification of risk assessment criteria for the rights and freedoms of natural persons is included under a common characteristic of a DPIA.*
4. *Identification of appropriate risk mitigation measures. This answer is correct because identification of appropriate risk mitigation measures (should be understood both on a technical and organizational levels) is a characteristic of a DPIA.*

Answer: b) Identification of appropriate risk mitigation measures.

**Who is responsible to help in identifying the key persons, and to assist in the process of conducting of DPIA?**

1. Application Developers. *This answer is incorrect because data protection officer help in identifying the key persons, and to assist in the process of conducting of DPIA.*
2. Data Vendors. *This answer is incorrect because data vendors are not responsible in identifying the key persons, and to assist in the process of conducting of DPIA.*
3. Data Protection Officer. *This answer is correct because* *when carrying out a data protection impact assessment the controller must seek the advice of the data protection officer.*
4. Project Managers. *This answer is incorrect because project manager doesn’t help in identifying the key persons, and to assist in the process of conducting of DPIA.*
5. Answer: c) Data Protection Officer.

**What helps organizations identify, assess and mitigate or minimize privacy risks with data processing activities.**

1. Data protection impact assessments (DPIAs). *This answer is correct because data protection impact assessments (DPIAs) help organizations identify, assess and mitigate or minimize privacy risks with data processing activities.*
2. Joint Controllers. *This answer is incorrect because under GDPR joint controllers are where two or more controllers jointly determine the purposes and means of processing, they shall be joint controllers.*
3. Security of Processing. *This answer is incorrect because security of processing, is one area where organizations have sought clarification. Organizations must implement a risk-based approach to implement “appropriate technical and organizational measures to ensure a level of security appropriate to the risk.*
4. Consent. *This answer is incorrect because consent helps in offering individual’s real choice and control.*

Answer: a) Data protection impact assessments (DPIAs).

**Select an option which clearly states DPIA.**

1. Where two or more controllers jointly determine the purposes and means of processing, they shall be joint controllers. *This answer is incorrect because this statement represents Joint controllers.*
2. Implement a risk-based approach to implement appropriate technical and organizational measures to ensure a level of security appropriate to the risk. *This answer is incorrect because this statement clearly describes security of processing.*
3. Offering individuals real choice and control. *This answer is incorrect because consent means offering individuals real choice and control.*
4. Data protection impact assessments (DPIAs) help organizations identify, assess and mitigate or minimize privacy risks with data processing activities. *This answer is incorrect because DPIA help organizations identify, assess and mitigate or minimize privacy risks with data processing activities.*

Answer: d) Data protection impact assessments (DPIAs) help organizations identify, assess and mitigate or minimize privacy risks with data processing activities.

**The Data protection impact assessments (DPIAs) does not contain –**

1. A systematic description of the possible processing operations and the purposes of the processing. *This answer is incorrect because DPIA contains a systematic description of the possible processing operations and the purposes of the processing, including the legitimate interest pursued by the controller.*
2. An assessment of the necessity and proportionality of the processing operations in relation to the purposes. *This answer is incorrect because DPIA contains an assessment of the necessity and proportionality of the processing operations in relation to the purposes.*
3. An assessment of the risks to the rights and freedoms of data controllers. *This answer is correct because DPIA contains an assessment of the risks to the rights and freedoms of data subject not the data controllers.*
4. The possible measures needed to address the risks. *This answer is incorrect because DPIA contain the possible measures needed to address the risks, including security measures and mechanisms to ensure the protection of personal data.*

Answer: c) An assessment of the risks to the rights and freedoms of data controllers.